NETWORK-CENTRIC SOLUTIONS (NETCENTS) CONTRACT OVERVIEW


1 Background

The Network Centric Solutions (NETCENTS) Concept is a multi-faceted approach to achieve the Air Force (AF) Vision for standardization and interoperability across responsive, seamless, and secure AF networks.  The concept establishes (1) an AF enterprise contract vehicle to be used by AF elements used to purchase Information Technology (IT) Network products and services, and (2) establish an AF-wide policy to direct and govern the transition to standard and interoperable networks.  This concept provides: 1) pricing competition among multiple contractors for the duration of the contract; 2) multiple contractors who can perform worldwide to meet the AF operational needs for communications requirements; and 3) understanding, application, and enforcement of current and future standards and architectures across the AF.

The NETCENTS contract:

1. Provides Network-Centric Information Technology, Networking, Telephony and Security (NCITNTS), Voice, Video and Data Communications Commercial-off-the-Shelf (COTS) products, system solutions and systems hardware and software to satisfy the requirements for interoperability, compatibility, and resource sharing of both Government Furnished Equipment (GFE) and Contractor Furnished Equipment (CFE), supporting the Global Information Grid (GIG) architecture. 

2. Permits procurement of all Air Force Network-related Information Technology COTS products, security (firewalls, VPN, encryption and decryption, physical and logical, etc.), system solutions and the hardware, software and materials to design, install, support and maintain NCITNTS physical and logical systems. System solutions include, but are not limited to, systems and network engineering, software development, integration, installation, testing, warranty, training, operations and maintenance. All products provided under this contract shall be commercial items. The system solutions may include both Inside Plant (ISP) and Outside Plant (OSP) installation and support to interconnect multiple buildings in a campus/Enterprise-wide environment. 

3. Does not permit the procurement of those services provided by the DISN contracts at DISA, nor duplicate any of the DoD network infrastructures, but will provide installation level network solutions for Enterprise-wide connections to DISN nodes at locations around the world. 

4. Does not permit procurement of non-network specific products and services available on existing non-network specific contracts (for example: desktop computers, office automation COTS software, and web servers).

5. Requires contractor(s) to possess an understanding of specified DoD technical architecture requirements, standards and guidelines (current and future versions) In addition, the Air Force will continue to evaluate and establish Air-Force wide architectures and standards under the oversight of the Air Force CIO. Within the context of these standards and architecture, these contractors will be responsible for migrating Air Force network-centric systems and common standard data into an integrated and interoperable GIG that supports the Department's Joint Vision 2020 concept.  

1.1 History

HQ Operations & System Sustainment Group’s (HQ OSSG) original purpose for NETCENTS was to fill the void left by the expiration of the Unified Local Area Network Architecture (ULANA II) contract which expired in February 2003.  ULANA II, was a multi-agency ID/IQ contract for Networking Information Technology, Networking, Telephony and Security (NCITNTS), Voice, Video and Data Communications Commercial-off-the-Shelf (COTS) products, system solutions and systems hardware and software.  This multiple award contract had a total ordering ceiling of $1.2B ($579M EDS; $634M TRW). During the early months of developing the acquisition strategy, the Air Staff (AF-CIO, AF/XIC, AF/ILC) expanded NETCENTS from a ULANA II replacement contract to an AF IT Enterprise Network-centric solutions vehicle for achieving standardization and interoperability.  Even before the Acquisition Strategy Panel, Air Staff announced its intention to issue policy making the use of NETCENTS mandatory in order to enforce AF IT standardization and configuration management of the net centric infrastructure.

2 Acquisition Strategy

The following Acquisition Strategy was approved by AFPEO/CM at the Acquisition Strategy Panel meeting conducted on 6 Nov 03:

2.1 Contract:

· Multiple award Indefinite Delivery/Indefinite Quantity 7 year contract (expanded to 10 years at ASP – then back down to 5 at RFP release due to new congressional legislation)
· Multiple Agency contract to allow AF, DoD and Federal Agency use (like ULANA II)
· $20B ordering ceiling to allow for known unknown MAJCOM, DoD, and Federal Agency spending projections (lowered to $9B due to 5 year limitation on ID/IQ contracts at time of RFP release)
· Decentralized ordering with centralized contract management at HQ OSSG
· Aggressive Small Business strategy – a minimum of $20% of total dollars spent on contract must go to SB set aside contractors – minimum of 20% of total dollars going to Large Business must be subcontracted to SB partners
· It should be noted that the Air Force never considered making NETCENTS a GWACS contract.
2.2 Scope

The scope of the NETCENTS contract can best be illustrated by graphic depiction shown in Figure 1.  The yellow ovals indicate products and services available on the contract
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Figure 1  Contract Scope

2.3 NETCENTS & Small Business

HQ OSSG/KA teamed with SAF/SB to incorporate robust small business considerations for small business into the acquisition strategy approved at the ASP:
· 4 of the 8 awards were set aside for small business –20% of contract dollar value directed to small business awardees

· Large businesses are required to direct at least 20% of total dollar value to small business subcontractors

· Evaluation consideration for proposals submitted by large business indicating increase in small business participation over contract life

· Performance to be reported in CPARS

· Close monitoring of performance in meeting these objectives

· To be reported to ESC/CC at each PMR

If data indicates the contract fails to meet its small business goals SAF/SB will advise contract manager of needed corrective actions

2.4 DoD MOASP 

The AF Acquisition Strategy was reviewed by OSD/NII 23 Jan – 1 Apr 2004.  After several rounds of discussions between the AF-CIO and the AFPEO/CM regarding the Air Force Information Technology Enterprise governance processes and how this contract will be monitored, the Acquisition Strategy Report was approved on 1 Apr 2004 and the final RFP was released the same day.
2.5 Source Selection

Proposals were received on 30 April 2004 and at the initial Proposal Evaluation Briefings conducted 12-13 July, the Source Selection Advisory Panel and Source Selection Authority (AFPEO/CM) endorsed the Source Selection Team Chairman’s recommendation to award eight (8) contracts without discussion.  Those contracts were awarded on 10 September 2004 to:
· Booz Allen Hamilton

· CENTECH Group*

· General Dynamics

· Lockheed Martin

· Multimax*

· NCI*

· Northrop Grumman

· Telos*


Note the asterisks (*) indicate the companies who received Small Business set aside (reserve) awards.
3 Frequently Asked Questions

3.1 Who can use this contract? 

All military services and other DoD and Federal agencies.

3.2 How would non-DoD Agencies use NETCENTS?  

Economy Act determinates will be accomplished at the Task Order level by the decentralized contracting agency issuing the order. They must process a D&F citing the Economy Act and then they can order from the contract. 

3.3 Does this contract provide better pricing than FSS? 

Part of the NETCENTS source selection included an evaluation of each offeror’s guaranteed minimum discounts from the Manufacturer's List Price.  In each case that we have examined, the NETCENTS individual purchase prices listed on the contractors’ catalogs do not exceed the FSS prices for the same OEM product and/or component; furthermore the NETCENTS catalogs are far more comprehensive for network-centric products.  Additionally prices for these items are negotiated even lower for quantity buys or those components installed as a part of a network-centric solution.   Appendix A contains two figures that provide discount comparisons for a representative sample of network-specific hardware and software products.

3.4 What do you do to control prices?

NETCENTS is managed using the same contract administration strategy as was used with the ULANA II ID/IQ contract.  ULANA II was successful in meeting the networking infrastructure needs of the Air Force.  The contract had the best pricing in the Government at the time.  ULANA II was such a cost effective vehicle that the GSA Federal Technology Service used ULANA II for numerous orders for GSA customers.

This pricing was achieved through a contract modification process that incorporated competitive pricing process and strict contract enforcement:

· Each contract modification affecting pricing required each contractor to submit three prices:  the OEM Retail price, the current GSA price, and the proposed ULANA II contract price.  The proposed price was required to be a minimum of 3% less than the current GSA price.

· Monthly Program Management Reviews were conducted with each contractor to ensure accountability in pricing

· Engineers in the contract administration office constantly monitored the ULANA II contract catalogs to insure that prices were, indeed, listed at a minimum of 3% under the GSA prices.

Results:  using contract files dated between 1995 and 1998, data indicates that one contractor’s prices averaged 17% under the GSA pricing and the other contractor’s pricing averaged 19% below GSA.  
3.5 Whose idea was it for GSA to use this contract? 

GSA was not specifically designated as a user.  It is open to all Federal Agencies.  However, in defining requirements we did note that GSA issued several orders against ULANA II.  NETCENTS is available to them, if they decide to use it.  

However, it should be noted that there are several AF agencies that have chosen to use GSA as their contracting agency.  When the NETCENTS mandatory use policy was issued by the AF-CIO, those customers provided their GSA contracting officers with a copy of it so that they would use NETCENTS to ensure the AF customers’ compliance with this policy. 

3.6 Is there a fee to use the contract, if so, how much? 

Yes, all AF enterprise contracts awarded and managed by HQ OSSG/KAB (formerly known as the CIT-PAD) are authorized by the OSD comptroller to charge fees to recoup expenses associated with awarding and managing these contracts.  NETCENTS falls into this category and a 1% fee is applied to all orders and is paid to the AF by the contractors. This fee is “transparent” to end user because of the deep discounts from the manufacturer’s recommended list prices. 
3.7 How do you market the NETCENTS contract?  Why do you market it? 

HQ OSSG/KA has an “outreach” team that takes the ESC Operational Support Services (OSS) Wing “Booth” to trade show events and government IT conferences to make other government agencies aware of all the BPAs and contracts managed by HQ OSSG/KA for the Air Force, as well as contracts available through other OSS wing agencies.  Additionally, team members of the 8 NETCENTS Prime contractors market NETCENTS just as they market any other contract to agencies authorized to place an order.
3.8 What does the AF hope to gain by having a central contract – why did the AF make it mandatory?

Air Staff (AF-CIO, AF/XIC, AF/ILC) expanded NETCENTS from a ULANA II replacement contract that was primarily focused on local area networks to an AF IT Enterprise Network-centric solutions vehicle for achieving standardization and interoperability required in a net-centric war fighting environment. 

Even before the Acquisition Strategy Panel was convened, the Air Staff announced its intention to issue policy making the use of NETCENTS mandatory in order to enforce AF IT standardization and configuration management of the net-centric infrastructure.

3.9 How does the AF manage this contract?

The NETCENTS contract is managed by HQ OSSG. Prior to contract award, oversight of the source selection was provided by personnel assigned to the AFPEO/CM.  After award, oversight of the contract is exercised through the ESC portfolio management process.  

To support data collection and reporting requirements, HQ OSSG has implemented the NETCENTS portal as the primary contract administration support tool.  This website is where all requirements and proposal solicitations are posted.  It is also the location for the links to each of the eight (8) prime contractors’ electronic catalogs.

Competition is provided by competing all individual tasks at the order level among all contract awardees except as set aside for small business awardees.  An automatic e-mail notification rule is used to notify contractors when a new request for proposal or requirement is posted along with the due date.  Local contracting officials are responsible for compliance with existing law and regulations regarding the determination of the award of a delivery order as a Small Business set-aside. 

The NETCENTS Contracting Office also receives electronic copies of all documentation generated through the NETCENTS portal.  The NETCENTS contract administration office also monitors the overall contract performance toward meeting small business goals through customer use of the NETCENTS portal and electronic reports submitted by each Prime contractor for each order received. 
The NETCENTS Portal controls the posting of requirements documents for delivery orders, Contract Data Item Description (CDRL (deliverables from contractors), and contract status databases.  Each contractor is required to establish and maintain a robust website to support NETCENTS E-commerce by offering web-based product and services catalogs to be accessed by AF customers via the Air Force WAY application.

Furthermore, the contract management will soon implement a web-based survey application that will be used to collect detailed contract information from randomly selected decentralized contracting officers and those who issue frequent and and/or high value orders to ensure compliance with the terms and conditions of the NETCENTS contract and FAR requirements.  This survey will include, but will not be limited to the following, documentation to support contract actions and decisions:

· Sole Source Awards

· Work performed within scope of contract

· Appropriate Use of Subcontractors

· Cost Controls

· Appropriate Warranty Provisions

· Appropriate FAR clauses

· Appropriate Use of IT funds

· Proper Order Modifications

· Proper modification of Period of Performance

· Appropriate use of Time and Materials contracting

· Pricing Documentation

· Conflict of Interest

· Shipping Charges

· Deliverables

· R&D Contracts

· Performance Measurement

This information will be stored in the NETCENTS Portal database and reported on a regular basis for monitoring purposes.

	Product Name
	Manufacturer / Publisher
	OEM Part Number
	Manuractures List Pricing
	NETCENTS
	GSA ADVANTAGE
	GTSI CATALOGS

	 
	 
	 
	 
	 Min Price
	Delta from MLP
	Max Dicsount
	 Min Price
	Delta from MLP
	Max Dicsount
	 Min Price
	Delta from MLP
	Max Dicsount

	Networking Hardware  price comps
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	Cisco 7206VXR, 6-slot chassis, 1 AC Supply w/ IP Software 
	Cisco
	CISCO7206VXR-CH
	$7,000
	$4,389 
	($2,611)
	-37%
	$4,690 
	($2,310)
	-33%
	$4,488 
	($2,512)
	-36%

	Catalyst 3750 24 10/100 + 2 SFP Enhanced Multilayer Image 
	Cisco
	WS-C3750-24TS-E
	$5,990
	$3,756 
	($2,234)
	-37%
	$4,013 
	($1,977)
	-33%
	$4,354 
	($1,636)
	-27%

	CISCO 7603 Chassis 
	Cisco
	CISCO7603-CHASS
	$2,995
	$1,878 
	($1,117)
	-37%
	$2,112 
	($883)
	-29%
	-
	-
	-

	4-slot BigIron chassis with single AC power supply 
	Foundry
	B4000
	$3,995
	$2,705 
	($1,290)
	-32%
	$2,870 
	($1,125)
	-28%
	$2,825 
	($1,170)
	-29%

	8-slot BigIron chassis with one single AC power supply  
	Foundry
	B8000
	$7,995
	$5,413 
	($2,582)
	-32%
	$5,744 
	($2,251)
	-28%
	$5,654 
	($2,341)
	-29%

	EdgeIron 24-port 10/100/1000 with 4-port mini-GBIC combo slots. 
	Foundry
	EIF24G-A
	$4,995
	$3,631 
	($1,364)
	-27%
	$2,711 
	($2,284)
	-46%
	-
	-
	-

	N3 CHASSIS W/ FAN TRAY & REDUNDANT PSU NORTH AMERICA ONLY
	Enterasys Netwowrks
	N3-SYSTEM-R
	$6,995
	$4,020 
	($2,976)
	-43%
	$4,537 
	($2,458)
	-35%
	-
	-
	-

	N7 CHASSIS W/ FAN TRAY & REDUNDANT PSU NORTH AMERICA ONLY
	Enterasys Netwowrks
	N7-SYSTEM-R
	$10,495
	$6,031 
	($4,464)
	-43%
	$6,807 
	($3,688)
	-35%
	-
	-
	-

	OmniSwitch 7800 Redundancy Package; (OS7800-CMM, 1 AC power supply)
	Alcatel
	OS7800-RP-A
	$10,095
	$4,349 
	($5,746)
	-57%
	$6,807 
	($3,288)
	-33%
	-
	-
	-

	Alpine 3808 9-slot Chassis (includes fan tray)
	Extreme
	45080
	$12,995
	$9,359 
	($3,637)
	-28%
	$9,819 
	($3,176)
	-24%
	-
	-
	-

	 
	 
	 
	 
	Average Discounts:
	37%
	Average Discounts:
	-32%
	Average Discounts:
	-30%


Figure 2  Network Hardware Price Discount Comparison

	 
	 
	 
	 
	 
	NETCENTS
	 
	GSA ADVANTAGE
	 
	GTSI CATALOGS

	Product Name
	Mfg / Publisher
	OEM Part Number
	Mfg List Pricing
	 
	 Min Price
	Delta from MLP
	Max Dicsount
	 
	 Min Price
	Delta from MLP
	Max Dicsount
	 
	 Min Price
	Delta from MLP
	Max Dicsount

	VPN/FIREWALL-1 CONNECT CONTROL MODULE NG UNLIMIT ONLINE-DOC
	Check Point
	CPFW-CC-U-NG
	$8,000 
	 
	$4,729 
	($3,271)
	-41%
	 
	N/A
	-
	-
	 
	-
	-
	-

	Check Point Enterprise Pro-U-NG-Product
	Check Point
	CPMP-VEPRO-U-NG 
	$25,000 
	 
	$10,431 
	($14,569)
	-58%
	 
	$16,902 
	($8,098)
	-32%
	 
	$18,601 
	($6,399)
	-26%

	Cisco Intrusion Detection Sys Appl and Module ICG Ver 4.1 
	Cisco
	DOC-7815597=
	$40 
	 
	$25 
	($15)
	-36%
	 
	-
	-
	-
	 
	-
	-
	-

	PIX 501-50 DES Bundle (Chassis, SW, 50 Users, DES) 
	Cisco
	PIX-501-50-BUN-K8
	$845 
	 
	$530 
	($315)
	-37%
	 
	$591 
	($254)
	-30%
	 
	-
	-
	-

	Harris STAT Scanner Professional Edition - ( v. 5.0 ) - complete package 
	Harris
	STATS50050
	$1,500 
	 
	-
	-
	-
	 
	$1,327 
	($173)
	-12%
	 
	$1,425 
	($75)
	-5%

	STAT Scanner Professional Edition V5.X 50 Node Travel Lic. for one yr. IAVA Version
	Harris
	STATS50050T
	$3,195 
	 
	$2,911 
	($284)
	-9%
	 
	$2,125 
	($1,070)
	-34%
	 
	-
	-
	-

	Xacta IA Manager Enterprise Edition V4.0 SP2, Build 485 (3 year subscription)
	Xacta (Telos)
	XWCAES-003-000
	$30,000 
	 
	$19,227 
	($10,773)
	-36%
	 
	$29,926 
	($74)
	0%
	 
	-
	-
	-

	Xacta Web C&A - 1 Year Subscription -- DITSCAP Version
	Xacta (Telos)
	XWCAS-003-000
	$30,000 
	 
	$20,000 
	($10,000)
	-33%
	 
	$19,274 
	($10,726)
	-36%
	 
	-
	-
	-

	SYMANTEC GATEWAY SECURITY 500 NODE W/ HA/LB 1YR RNW PLAT SUPPORT
	Symantec
	10040861
	$9,344 
	 
	$7,077 
	($2,267)
	-24%
	 
	$8,966 
	($378)
	-4%
	 
	-
	-
	-

	INTERSCAN VIRUSWALL - NT 2501-3000 USERS
	Trend Micro
	44IN-NTSE-03000
	$27,449 
	 
	$24,430 
	($3,019)
	-11%
	 
	-
	-
	-
	 
	-
	-
	-

	IC Common Criteria EAL4 Evaluated PIX Firewall Ver 6.2 (2) 
	Cisco
	DOC-7815361=
	$40 
	 
	$25 
	($15)
	-37%
	 
	-
	-
	-
	 
	-
	-
	-

	SYMANTEC ANTIVIRUS 8.1 SBE/ SAV FILTER MS EXCHANGE 50U
	Symantec
	10059806
	$2,499 
	 
	$1,666 
	($833)
	-33%
	 
	-
	-
	-
	 
	-
	-
	-

	SECURITY ANALYZER V5.1 501 1000 NODE LIC/ NODE
	NetIQ
	540-1V510-I-US
	$25 
	 
	$17 
	($9)
	-34%
	 
	$17 
	($8)
	-34%
	 
	-
	-
	-

	APPMANAGER 5.0.1 ANALYSIS CNTR REPORT PACK LICENSE
	NetIQ
	436-1V501-I-US
	$7,500 
	 
	$3,449 
	($4,051)
	-54%
	 
	$4,821 
	($2,679)
	-36%
	 
	-
	-
	-

	
	
	
	
	 
	Average Discounts:
	-34%
	 
	Average Discounts:
	-24%
	 
	Average Discounts:
	-15%


Figure 3  Information Assurance Products Discount Comparison
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2.0	Applicable Conditions.  The commercial IT market domain covers a wide variety of products that are divided into four basic categories. The Department of Defense (DoD) represents about 7-15% of the entire IT market – not the only customer, but a significant customer. 



The ITCC will develop commodity strategies for these areas of commercial IT spend in accordance with the guidance and priority established by the CSO.  










